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’t i\i!: a szinkron adatfolyam rejtjelezok dltalinos modellje (kddolds és dekédolds
abrdja és magyarizata)?
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4. Mi az 6nszinkronizalo ada{f‘olyar% TCJt_]CiE:ZOk altalanos modellje (kodolas és
dekddolds dbrdja és magyarézata)? Az dnszinkronizalé adatfolyam rejtjelezé esetén
mi biztositja a szinkronitdst a kodolé és dekédold fél kozott? Mi térténik egy bithiba
(bit értékének megvaltozasa, ill. egy bit elvesztése) esetén?
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5. A 802,11 szabvdny szerint mi o Shared Key Authentication 1 112
folyvamata ¢s az midrt sérilékeny? Midrt nem enpedélyezett a titkositas

nélkiili kommunikicid ebben az esetben? j /J
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6. Magyarizd el a WEP titkositdsi cljdrds [olyamatat az dbra alapjan! Hogyan § /1%
hozhato Iétre érvényes rejtjelezett tizenet a nyilt tizenet ismerete nélkiil amiatt, hogy
a CRC-32 lenyomat linedris leképezés.
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7. Mi ldthato az dbrdn? Kik a kommunikalo felek? Mi az egyes dobozok, betiik, 5
nyilak tartalma, értelme? [rd le a folyamatot.
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8. Hajts végre Diffie-Hellman kulcsegyeztetést A és B kozott. A modulus: 7, a
generatorelem: 3. A és B titkos paramétere tetszOleges, egymastdl kiilonbdzo, 2 és 6

kozétti szam legyen.
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9. Mia b|2tOSlteka annak hogy a val6sdgban (nagy modulus esetén) az egyeztetett
Diffie-Hellman kules kiviilallé szdmara nem meghatdrozhaté? Mi a hatvanyozas €s

a diszkrét logaritmus szamitds szamitasi komplexuasa‘?
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